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1. Objectives 
 

1.1. We recognise the need for legal compliance and accountability with regards to the 
Freedom of Information Act 2000 (FOI) and Environmental Information Regulations 2004 
(EIR). We are committed to the promotion of greater transparency and openness. 
 

1.2. Under these rights an individual may ask for access to information recorded and held by 
the Council. FOI requests need to be made in writing, but EIR request can be made 
verbally. This access may be subject to limited exemptions and the application of a public 
interest test. We have 20 working days in which to provide a response to requests and in 
the event that we need to seek clarity in order to progress the request, this can be 
extended by a further time period. 

 
See Appendix I for process flow maps 
 

1.3. This policy sets out the key obligations and accountability to which we are fully committed. 
 

2. Scope 
 

2.1. This policy covers all aspects of handling The Unity Partnership held information, regardless 
of age, format, systems and processes purchased, developed and managed by/or on behalf 
of us and any person directly employed or otherwise by us.  It applies to all information: 
 
• created in the conduct of The Unity Partnership’s business 
• created/processed by staff members and elected members regardless of, office, mobile 

or home working 
• created in any format, e.g., paper, audio, video, electronic, email etc. regardless of the 

date the information is generated or received i.e. the EIRs/FOIA are fully retrospective 
• received, e.g., from customers, partners, national bodies etc. 

 
 

2.2. If a request is about any of the following it is to be treated as an EIR request. 
 
a) the state of the elements of the environment, such as air and atmosphere, water, soil, 

land, landscape and natural sites including wetlands, coastal and marine areas, 
biological diversity and its components, including genetically modified organisms, and 
the interaction among these elements;  

b) factors, such as substances, energy, noise, radiation or waste, including radioactive 
waste, emissions, discharges and other releases into the environment, affecting or likely 
to affect the elements of the environment referred to in a); 

c) measures (including administrative measures), such as policies, legislation, plans, 
programmes, environmental agreements, and activities affecting or likely to affect the 
elements and factors referred to in a) and b) as well as measures or activities designed 
to protect those elements;  

d) reports on the implementation of environmental legislation; 
e) cost benefit and other economic analyses and assumptions used within the framework 

of measures and activities referred to in d) above; 
 
f) the state of human health and safety, including the contamination of the food chain, where 
relevant, conditions of human life, cultural sites and built structures in as much as they are 



 

 
 
 
 
 

or may be affected by the state of the elements of the environment referred to in a) or, 
through those elements, by any of the matters referred to in b) and c). 
 

2.3. This policy reflects the commitment to FOI and EIR compliance to both UK and EU 
legislation. 

 
3. Policy 

 
3.1 All requests must be handled in accordance with FOI and/or EIR requirements. Requests 

must be answered in full unless an exemption to the disclosure of the information applies, or 
if appropriate a public interest test has been applied. The public interest test determines 
whether the public interest is best served by, withholding or releasing the information. Unity 
will carefully consider the Data Protection Act 2018 (DPA18) before releasing information 
about living individuals, including current and former staff, elected members and customers. 

 
3.2  We are obliged to:  
 

• disclose information where requested unless there is a lawful basis not to 
• publish a Publication Scheme under FOI 
• adopt the Lord Chancellors codes of practice 
• provide advice and assistance to applicants 
• ensure officers of the council are aware of request handling and offences 
• have clear arrangements for dealing with requests and monitoring performance. 

 
3.3 We are not obliged to comply with FOI if a request is about information easily accessible in 

the Publication Scheme or via other available means, e.g., in the public domain, via existing 
statutory regimes.  Advice and assistance will be provided to the applicant to provide a steer 
where the information may be sourced and/or how to clarify/refine the request.  
 

3.4 FOI and/or EIR requests may be refused in whole or in part where: 
 
• an applicant fails to pay an appropriate fee that levied in line with legislative 

requirements – see Appendix III for charges guidance 
• if the request is deemed either manifestly unreasonable, repeated and/or vexatious 
• if there is a provision in the Act conferring an absolute exemption 
• if the application of a public interest test supports withholding the information 
• where the duty to confirm or deny if the information is held, would in itself disclose 

exempt information 
• where there is personal data within the information, the disclosure of which would 

breach data protection legislation.  
 
It is recognised that in order to answer a request all, or a combination of rules, may need to 
be applied as appropriate, i.e., the FOIA, DPA and EIR’s.  
 
It must be noted that the exemptions applied to EIRs are fewer and vary from those 
applicable to FOIA. In addition all EIRs exemptions are subject to the public interest test. 
There are consequently fewer reasons to withhold information under the EIRs than under 
the FOIA.   
 
See Appendix II for list of exemptions 

 



 

 
 
 
 
 

4.  Offences  
 

4.1 It is a criminal offence, after a request has been received, to: 
 

• alter/deface/block/erase 
• destroy  
• conceal  

 
any record held by the council with the intention of preventing its disclosure 
 

5. Complaints  
 
5.1 An applicant, if dissatisfied with the handling of their request or outcome, have the right to 

appeal to us, and/or complain to the Information Commissioner’s Office (ICO). If they 
disagree with the ICO decision they have further rights of appeal. 

 
Applicants may for example, seek to complain about: 

 
• issues of timeliness  
• application of exemptions 
• application of public interest test 
• failure to give advice and assistance  
• inappropriate disclosure of personal information (as defined by Data Protection Act)  
• non-disclosure of information in accordance with the Council's Publication Scheme.  

 
There are no timescales for the making of an internal appeal request under FOI, however 
under EIR the applicant has 40 working days from the response to lodge an appeal.  
 
The internal appeal may be prepared by a member of the Information Management Team, but 
final approval is for the Director of Legal Services or delegate. 
 
Should a complaint be received from the ICO we will liaise fully and promptly with the regulator. 
If subsequently we are bound to overturn our decision with regard to the provision of 
information we reserve the right to appeal the ICO decision.  

 
6. Assessment and monitoring 
 

6.1. Regular performance monitoring is undertaken and reports provided to senior management. 
 
 
7. Responsibilities and approvals 

 
The Leadership Team is responsible for the approval of this Policy and ensuring that the 
necessary support and resources area available for the effective implementation of this Policy. 
 
The Data Protection Officer is responsible for the review of this policy. 
 
The Senior Information Risk Owner (SIROs) has overall ownership of the Information Risk Policy.  
The SIRO acts as champion for information risk to senior management and Board of Directors and 
is responsible for providing written advice to the Accounting Officer on the content of our 



 

 
 
 
 
 

Statement of Internal Control in regard to information risk.  The SIRO is responsible for decisions 
in relation to any information issues or incidents. 
 
The Information Manager and Information Management Team is responsible for specialist advice 
and support of all aspects of Information and Records Management and Governance. 
 
Employees whether permanent, temporary or contracted, including students, contractors and 
volunteers are responsible for ensuring they are aware of the data protection legislation 
requirements and for ensuring they comply with these on a day-to-day basis.  Where necessary 
advice, assistance and training should be sought.  Any breach of this policy could result in 
disciplinary action or could constitute a criminal offence. 

 
8. Authority for this policy 
 
This policy is owned by the Senior Information Management Officer on behalf of the Information 
Manager. 
 
9. Policy Governance 
The following table identifies who is accountable and responsible with regards to this policy. The 
following definitions apply: 
 

• accountable – the person who has ultimate accountability and authority for the policy. 
• responsible - the person(s) responsible for developing and implementing the policy. 

 
 
Accountable Information Manager  

 
Responsible Senior Information Management Officer  
 
  



 

 
 
 
 
 

Appendix I - Process Flows  

4a - FOI flow 
chart.pptx  

 



 
 

Appendix II  
 
FOI exemptions 
 
Absolute Exemptions (where the public interest test does not apply)  
 

• Information accessible to applicant by other means; e.g. via the Publication Scheme. 
• Information supplied by, or relating to, bodies dealing with security matters.  
• Court records.  
• Parliamentary privilege.  
• Prejudice to effective conduct of public affairs (only applies to information held by House of 

Commons or House of Lords). 
• Personal information (where the applicant is the subject of the information). 
• Information provided in confidence.  
• Where a disclosure is prohibited by an enactment or would constitute contempt of court.  

 
 

Qualified Exemptions (where the public interest test applies)  
 

• Information intended for future publication.  
• National security. 
• Defence. 
• International relations.  
• Relations within the United Kingdom. 
• The economy. 
• Investigations and proceedings conducted by public authorities.  
• Law enforcement. 
• Audit Functions.  
• Formulation of government policy.  
• Prejudice to effective conduct of public affairs (except information held by the House of 

Commons or the House of Lords). (only applicable if applied by the councils’ Monitoring Officer 
• Communications with Her Majesty, etc. and honours.  
• Health and safety. 
• Environmental information (as this can be accessed through the Environmental Information 

Regulations).  
• Personal information (where the applicant is requesting information about a 3rd party).  
• Legal professional privilege. 
• Commercial interests. 

 
 
 
   



 

 
 
 
 
 

EIR exceptions (all subject to a public interest test) 

• The information requested is not held by the Authority at time of request 

• The request is manifestly unreasonable 

• The request is too general; 

• Request relates to unfinished documents 

• The request concerns internal communications 

• Personal data  

• Disclosure would adversely affect:  

• International relations, public security or national defence; 
• The course of justice, the ability of any person to receive a fair trial or the 

ability of the Authority to receive a fair trial;  
• Intellectual property rights; 
• Confidentiality of the Authority's proceedings when covered by law; 
• Confidentiality of commercial or industrial info, when protected by law to 

protect legitimate economic interest  
• The interests or protection of any person who supplied the information 

requested on a voluntary basis; 
• The information relates to the protection of the environment. 

 



 

 
 
 
 
 

Appendix III 
 
Charges  
 
Wherever possible we will provide information free of charge. 
 
FOI:  
 
Where it takes an officer in excess of 18 hrs to determine whether the information is held, find the 
requested information, retrieve the information and extract the information required we may either 
refuse to the request or issue a fees notice in line with regulations. 
 
 
The 18hrs threshold equates to £450 @ £25 per hour.  
 
Under FOI There are occasions where we may either refuse a request or issue a fees notice in line 
with regulations, i.e. 
 
Where it takes an officer in excess of 18 hrs to determine whether the information is held, finding 
the requested information, retrieving the information and extracting the information required.  
The cost limit equating to £450 @ £25 per hour.  
 
 
EIR 
 
The cost limit does not apply to EIR requests, but the FOI costs threshold could be used as an 
indicator on being ‘manifestly unreasonable’ which provides grounds for refusal. 
 
Where there are specific charges for the provision of environmental information and these charges 
are part of our approved fees and charges, this is the starting point for calculating a charge and we 
will consider whether it is reasonable to issue a fees notice. 
 
 
Disbursements  
 
Both FOI and EIR requests can be subject to reasonable disbursements, although the onus is on 
making information available charge free. We cannot charge for inspecting information or 
accessing public registers or lists of environmental information. Where a disbursement is levied it 
cannot be more than that actual cost incurred, e.g., copying, postage etc.  
 
For further information please see the ICO guidance on charges 
 
https://ico.org.uk/media/for-organisations/documents/1627/charging-for-environmental-information-
reg8.pdf 

https://ico.org.uk/media/for-organisations/documents/1627/charging-for-environmental-information-reg8.pdf
https://ico.org.uk/media/for-organisations/documents/1627/charging-for-environmental-information-reg8.pdf
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